Compartment / Office Walk Through

Through observations, one can identify potential vulnerabilities via visible indicators, predictable patterns, entrance procedures, poor security practices, etc.  The following list is used for conducting a compartment walkthrough.  Comment on any poor security practices noticed during walk-through not listed below.

_____ CI Cue Card posted near phone/computer?

_____ Posters Posted

_____ Phone stickers (DD form 2056) on phones and legible

_____ Shredders available and operable

_____ Burnbags available

_____ Personal information in the open/posted

_____ Unoccupied computers logged on

_____ Computer passwords written in open

_____ Computer screens facing windows

_____ Safes unlocked when not is use

_____ Cell (Smart)phones in spaces

Date checked:  __________

Compartment / Office checked:    _____________     

Comments:  ________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________

