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Barry, [Vice Admiral Barry McCullough], thank you for that introduction.  If anyone has any questions, I pay him very well.  Barry recognized all of the distinguished guests here today and I would like to collectively welcome all of you and thank you for being here.  It really is a momentous day for our Navy.
In fact, the last 24 hours, I think we have gone on a new ground of blazing trails.  Last night, I had the pleasure of releasing the orders on the first woman to command a carrier strike group.  And so today we follow up with something that I believe will be marked in our Navy’s future as a significant point in how we have decided to take on the challenges and the opportunities of the future in a bold and innovative way.

67 years ago, the Tenth Fleet was created to overcome a new and significant challenge to American security and that had taken the form of U-boats or submarines.  It was command without missiles or ships.  It had a global responsibility to protect American forces and American trade.  It was also a command who success depended less on manned and massed fire power than on intelligence and information.

Today, we recommission this fleet to confront a new challenge to our nation’s security in cyberspace.  It is a mission for which even more so than before victory will be predicated on intelligence and information rather than fire power.  Intelligence has always played an important role in combat, from discovering the past at Thermopylae to breaking the Japanese Purple Code.  
But the information that will be used to generate here it in Tenth Fleet will be different than in times of old- it will be an entirely different domain.  The cyber domain is markedly different from the physical domains from which we operate today.  It is constantly evolving, it is fast-paced- minutes are indeed laughable, and actions are measured in milliseconds.  And any enemy can meet you on the battlefield regardless of time or distance, large or small, rich or poor.  
What we must protect in cyber space is also markedly different from what we have protected in our history.  It is not so much physical as it is virtual.  It is not tangible but it can be quickly destroyed with devastating effect beyond the cyber realm.  In fact, actions in cyber space need not destroy anything.  Merely shaking our collective confidence in the integrity of our computers, in our networks and our information we use every day can disorient us, make us see ghosts at every turn.
Much- some say too much- of what we rely upon to operate and conduct business and even to socialize today, lives in the cyber domain without adequate defense.  The cyber domain is a domain all its own - one of great opportunity, new discoveries and vexing challenges- and it is one into which Fleet Cyber Command must forge boldly ahead.

The Navy is no strange in this domain.  We are and have been a technologically adept service accustomed to satellite communications and networked remote operations by virtue of our dispersed operations at sea.  The relationships we have formed over decades of operations with national leaders in cyberspace- such as the National Security Agency and the Defense Information Systems Agency- have prepared us well for action. We have developed very proficient special operators who we intend to carefully manage with top notched training facilities that will benefit all Department of Defense cyber operations.
But while we have come far, there is still a great deal more we must do.  And the command must move quickly.  We must move from a reactive and defensive posture to a predictive and offensive posture in which we operate on offense and defense at the same time.  We must create more options for commanders to prevent events in the physical world by taking action in the digital world.  We must endeavor to defeat our adversaries before the launch of the first kinetic salvo and make our cyber plans compliment from joint, physical plans.
Moreover, we must look out for the personal welfare and personal information of our Sailors in the digital domain. Overall, it is time to re-imagine our future.  We must think anew about how we will man, train and operate in conflict with all the options that information and networks can provide. The old structures and personnel policies will likely not translate.
The establishment of Tenth Fleet is only part of the change that we have undertaken to meet the new challenges and opportunities. Tenth Fleet’s recommissioning is accompanied by the recent establishment of a Deputy  Chief of Naval Operations for Information Dominance and the Naval Warfare Integration Group, known as NOOX.

Together, these three entities will set the strategic and operational requirements for our future. For Fleet Cyber Command, your charge is to act as the Navy’s principle point of contact for cyber warfare, information operations and space, to partner with and support our Fleet Commanders.  You will follow a well functioning model of dual-hatted commands in our Navy NAVCENT / Fifth Fleet that will achieve unity of command for operations and carry out cyber missions as required.
To take the lead in this important and involving field takes leaders who are thoughtful, who are visionary, and who are bold.  We are fortunate then, to have at the helm of 10th Fleet Vice Admiral Barry McCullough.  He is an operator’s operator.  If you want something done, you go to Barry McCullough.  For those of you who don’t know him yet, but will have the privilege to work with him, be forewarned, that his ability to recall number, facts and statistics and what you have done or didn’t do in the past exceeds the capacity of any of the computers with which you work. In fact, in today’s world, when people need information, they Google.  I don’t.  I call Barry McCullough.  It’s faster and more reliable by far.  And by the way, if you want to talk about capacity for work – stand by. But he is also a leader with great compassion, great interest, great humility and the knack of always wanting to know more from those who are doing the hard work.  So you, my shipmates in Tenth Fleet/ Fleet Cyber Command – you’ve hit the mother load.

To Admiral McCullough and to all the Sailors and Navy civilians who will be the plank-owners of this command, there will be no other group in the history of this command in the future that will be more important to its success than you.  Yours is the responsibility and responsibility to set the bar of excellence of this command very high – so high that it will always stand out as a model – not just within the cyber community, but throughout our Navy and our Armed Force.  And set that bar so high that when your future shipmates check aboard, they can only hope to attain it. Yours in an opportunity to re-imagine our future.  Hold nothing back and Godspeed in all you do.

